
ビジネスメール詐欺に注意！

SNSのグループトークでは、「入金予定があるので会社の口
座情報を送ってください」という内容のメッセージが届き、口
座情報を送ってしまうと詐欺被害に遭うおそれがあります！！

令和８年１月８日 第１号

長 野 県 警 察 公 式 ホ ー ム ペ ー ジ の 「 サ イ バ ー セ キ ュ リ テ ィ 対 策 」 に は 、
サイバー事案等の手口や被害に遭わないための情報が掲載されています。是非ご覧ください。
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● 送信元に電話などメール以外の方法で確認する

● 送金先の変更や緊急の送金に注意する

● 添付ファイルやリンク先を不用意に開かない

● ウイルス対策ソフト、OSを最新の状態に更新する

● 組織内外で情報共有をする

被害防止のためには

実在する企業の役員等を騙ってSNSグループを作成するよう
求める不審メールが確認されています。

From ●● ●●

件名 【至急】グループ作成依頼

お疲れ様です。

今後の業務プロジェクトに対応するため、会社名で新しいSNSグ
ループを作成してください。
グループへの他のメンバーの追加は、私が参加した後に行います。
グループ作成が完了しましたら、そのグループのQRコードを生成し、

このメールにご返信ください。

私がQRコードからグループに参加し、その後の業務調整を進めさせ
ていただきます。
お手数をおかけしますが、よろしくお願いいたします。

【メールの例】

長 野 県 警 察 本 部
サ イ バ ー 捜 査 課
０２６－２３３－０１１０

自社の役員や社員の名前

SNSのグループ作成を指示

QRコードを送らせる


